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This Privacy Policy (Privacy Policy) provides the policy of Kinka(BVI) Ltd. and each of its 
affiliates and subsidiaries (collectively, "Company," “we,” “us,” “our”) for its handling of 
information relating to the privacy as follows. 
 
This Privacy Policy applies to the users or potential customers of Our Company’s 
services, or users of Our Company’s website or contents (hereinafter collectively referred 
to as the “Users/you”), and stipulates Our Company’s handling of all information by which 
the Users can be identified directly or indirectly such as the User’s name, contact point, 
birth date, usage history of services, etc. (hereinafter referred to as the “Personal Data”).  
 
We process the Personal Data to provide, improve, and administer our Services, 
communicate with the Users, for security and fraud prevention, and to comply with law. 
We may also process the Personal Data for other purposes with the User’s consent. We 
process the Personal Data only when we have a valid legal reason to do so. 
 
If you do not agree with our policies and practices, please do not use our Services. If you 
still have any questions, comments, or concerns, please contact us at support@kinka-
gold.com. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



1. Collection of Personal Data 
Our Company may collect the Personal Data in the following cases: 
 
l In the event that it is entered by the Users via device operation. 
l In the event that it is provided by the Users via any medium such as writing, or oral 

communication etc. 
l In the event that it is transmitted or provided in connection with the utilisation or 

viewing of services, products, application, webpage, advertisement or contents by 
the Users. 

l Other than those above, in the event that it is lawfully collected such as being 
provided by a business alliance partner or a third party under the Users’ consent. 

 
 
 
2. Processing of Personal Data 
We process the Personal Data for a variety of reasons, depending on how the Users 
interact with our Services, including: 

 
l To deliver and facilitate delivery of services to the User. 
l To respond to user inquiries/offer support to the User. 
l To carry out authentication, identity verification or examination of the User in utilising 

the Service or inquiring. 
l To send administrative information to the User. 
l To send the User marketing and promotional communications. 
l To improve the Service, and plan and develop new services. 
l To research and analyse the Service usage, or create and publicise its statistical 

data.  
l To detect the Users who are violating the terms of use etc. regarding the Service, or 

respond to violators against terms of use etc. 
l To investigate, detect, prevent the occurrence of, or respond to, wrongdoings such 

as fraud or unauthorised access using the Service. 
l To manage the Personal Data and ensure the data security. 
l To resolve problems in using and operating the Services 
 
 
 



3. Provision of Personal Data 
We may share the Personal Data with third-party vendors, warehouse companies, 
service providers, or agents ("third parties") who perform services for us or on our behalf 
and require access to such information to do that work. The third parties we may share 
the Personal Data. 
 
We also may need to share the Personal Data in the following situations: 
 
l We may share or transfer the Personal Data in connection with, or during 

negotiations of, any merger, sale of company assets, financing, or acquisition of all 
or a portion of our business to another company. 

l We may share the Personal Data with our affiliates, in which case we will require 
those affiliates to honor this privacy notice. Affiliates include our parent company and 
any subsidiaries, joint venture partners, or other companies that we control or that 
are under common control with us. 

l We may share the Personal Data with our business partners to offer the Users 
certain products, services, or promotions.  

 
 
 
4. Retention period 

We will only keep the Personal Data for as long as it is necessary for the purposes set 
out in this privacy notice, unless a longer retention period is required or permitted by law 
(such as tax, accounting, or other legal requirements). 
 

When we have no ongoing legitimate business need to process the Personal Data, we 
will either delete or anonymize such information. 
 
 
 
5. Security 

Our Company handles the Personal Data properly in compliance with this Privacy Policy. 
In order to handle the Personal Data properly, Our Company will implement 
organisational, human, physical and technical security management measures. 
 
 



6. Use of IP addresses 
When the Users visit our Websites, the hosting provider(s) of our Websites may 
automatically collect and store various information in server log files that a browser 
transmits to us. 
Furthermore, the IP addresses may be evaluated, together with other data, in case of 
attacks on the network infrastructure or other unauthorised use or misuse of the Websites, 
for the purpose of intelligence and protection, and if appropriate, used in criminal 
proceedings for identification and civil and criminal proceedings against the relevant the 
Users. 
 
 
 
7. Controls for Do-Not-Track features  

Most web browsers and some mobile operating systems and mobile applications include 
a Do-Not-Track ("DNT") feature or setting you can activate to signal your privacy 
preference not to have data about your online browsing activities monitored and collected.  
 
At this stage no uniform technology standard for recognizing and implementing DNT 
signals has been finalized. As such, we do not currently respond to DNT browser signals 
or any other mechanism that automatically communicates your choice not to be tracked 
online.  
 
If a standard for online tracking is adopted that we must follow in the future, we will inform 
the Users about that practice in a revised version of this privacy notice. 
 
 
 
8. Updating Personal Data 

All the Personal Data that you provide to us must be true, complete, and accurate, and 
you must notify us of any changes to such the Personal Data. 
 
Based on the applicable laws of your country, you may have the right to request access 
to the personal Data we collect from you, change that information, or delete it. 
To request to review, update, or delete the Personal Data, please email us at  
support@kinka-gold.com. 
 



9. Revision of Privacy Policy 
We may update this privacy notice from time to time. The updated version will be 
indicated by an updated "Revised" date and the updated version will be effective as soon 
as it is accessible. 
 
We encourage you to review this privacy notice frequently to be informed of how we are 
protecting the Personal Data. 
 
 


